
Englisch

Information on joint data processing 

“Central identity document registry (IDR)” 

pursuant to article 13 and 14 of the General Data Protection Regulation (GDPR) 

Name and contact details of the controller: 

Bundesamt für Fremdenwesen und Asyl (Federal Office of Immigration and Asylum) 
Modecenterstraße 22, 1030 Wien 
Phone: +43- 59 133 98 7004 
Fax: +43- 59 133 98 7399 
email: BFA-Einlaufstelle@bmi.gv.at 

Contact details of the data protection officer: 

Phone: +43- 59 133 98 0 
email: BFA-Datenschutzbeauftragter@bmi.gv.at 

The purposes of the processing for which the personal data are intended: 

The purpose of such data processing is to inform an authority pursuant to art 22b, section 4 
of the Passport Act on the completed issue of a passport or identity card, or on proceedings 
pursuant to this federal act. 

Legal basis for the processing: 

Article 3, 16, 22a of the Passport Act, Federal Law Gazette No. 839/1992 as amended, in 
conjunction with the Passport Act Implementation Regulation (PassG-DV), Federal Law 
Gazette II No. 223/2006 as amended, in conjunction with Passport Decree (PassV), Federal 
Law Gazette No. 861/1995 as amended, in conjunction with the E-Government Act (E-
GovG), Federal Law Gazette I No. 10/2004 as amended, in conjunction with the SourcePIN 
Register Regulation (StZReg), Federal Law Gazette II No. 57/2005 as amended 

The period for which the personal data will be stored: 

Proceedings related data will be deleted as soon as such is no longer required, however at 
the latest 10 years after passing a decision respectively issuing a passport. Data from 
presented certificates will be deleted one year after invalidation of an identity card, 
respectively for passports - at the latest after 6 years after the passport validity has expired. 
Application data will be deleted with valid withdrawal or legally binding rejection of such, 
annotations to ongoing proceedings after legally binding completion of such proceedings. 
Passport and identity card data will be deleted one year after invalidation, however not later 
than 6 years after expiry of the last validity period. Data of lost or alienated passports will be 
deleted 6 years after expiry of their last validity period; data of lost or alienated passport 
substitutes will be deleted one year after expiry of their validity. Data pursuant to art 22a, 
section 1, item k of the Passport Act are to be deleted not later than two months after such 
document has been sent (art 3, section 6 of the Passport Act) and not later than four months 
after sending with the involvement of the Federal Ministry of Europe, Integration and Foreign 
Affairs, otherwise with valid withdrawal respectively legally binding rejection or dismissal of 
an application. 
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Categories of recipients of personal data: 

Other locally competent passport authorities; security agencies; SourcePIN Register 
Authority within the competences set forth in the E-Government Act  

Processors: IBM Österreich - Internationale Büromaschinen Gesellschaft m.b.H.; Microsoft 
Österreich GmbH; Bundesrechenzentrum GmbH.; Österreichische Staatsdruckerei GmbH 

Rights of the data subject: 

The right to lodge a complaint with the Austrian Data Protection Authority (1030 Wien, 
Barichgasse 40-42, phone +43 1 52 152-0, email dsb@dsb.gv.at) applies pursuant to article 
24, paragraph 1 of the Data Protection Act (DSG). 

The right of access is set forth in article 15 of the GDPR. 

The right to rectification is set forth in article 16 of the GDPR. 

The right to erasure (‘right to be forgotten’) is set forth in article 17 of the GDPR. 

Neither any right to object pursuant to article 21 GDPR nor any right to restriction of data 
processing pursuant to article 18 of GDPR are applicable. 
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